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A Study on Stable Content Distribution
Dealing with Demand Fluctuation

Hikaru HORIE

Abstract

As the number of Internet users continue to increase, many web services running on
the Internet gain economic and social importance. As the Internet population increases,
flash crowds often occur on the Internet and prevent web services from running stably. A
huge number of clients suddenly flock to a web service in flash crowds, and the number
of requests increases hundred to thousand times as many as usual in a few minutes. It
is necessary to take measures against flash crowds because server overload results in
performance degradation or service outage.

To keep web services stable, it is necessary to reduce the burden on each server by
both load-reduction and load-balancing. The former reduces the number of requests
that reach the servers by deployment of caches. The latter distributes requests that reach
the servers by server replication. The reason why both of them are necessary is that
load-reduction and load balancing are suitable for static contents and dynamic contents
respectively. To deal with flash crowds, load-reduction techniques and load-balancing
techniques must satisfy four requirements: scalability, agility, elasticity and consistency.
Existing techniques can be classified broadly into four categories: proxy-based, cache-
sharing, cloud-based and full-replication. Unfortunately, there is no technique that sat-
isfies the all four requirements.

This dissertation proposes techniques to deal with demand fluctuation such as flash
crowds for stable web services. The proposed techniques consist of MashCache, a load-
reduction technique, and Pangaea, a load-balancing technique.

MashCache reduces the number of requests that reach web services by sharing caches
between clients. MashCache uses a fully-decentralized peer-to-peer network built with
a distributed hash table to manage caches and clients. MashCache enables us to keep
caches updated and the burden on web servers and clients low by four elemental tech-
nologies: Aggressive Caching, Query Origin Key, Cache Meta Data and Two-phase

Delta Consistency.



Pangaea distributes the burden on storage servers regardless of which datacenter they
are placed. Pangaea unifies storage servers in multiple datacenters as a single uniform
key-space key-value store and enables us to exceed the limited capacity of a single dat-
acenter. The key-value store enables service providers to flexibly deploy web servers
or application servers to any datacenter they want to use. However, inter-datacenter
communication channels are high-latency and narrow-bandwidth and degrade the per-
formance of the key-value store. Pangaea reduces opportunities and amount of inter-
datacenter communications by two elemental technologies: Multi-Layered Distributed
Hash Table and Local-first Data Rebuilding.

Evaluation results with simulation and real Internet environments demonstrate the
proposed techniques are suitable for flash crowds. MashCache reduces the number of
the requests that 2,500 clients issue and that reache a web server by about 98.2 %. 95th
percentiles of the requests are processed with caches which are generated in the past
10 seconds. Using two datacenters and 500 servers in each datacenter, Pangaea reduces
the average time to find a data object by 74 % and the amount of inter-datacenter data

transfer by 70 %.



